**TECHNICAL SKILLS**

**Operating Systems:** Microsoft Windows, Linux, Mac OS X Yosemite

**Software:** Microsoft Office Suite, Oracle Virtualbox, VMware, Procmon, ServiceNow

**Tools:** Wireshark, Burp Suite, Splunk, OWASP ZAP, Maltego, BeeF, Selenium Webdrive, Metasploit, nmap, netcat

**Languages:** HTML/CSS, JavaScript, Python

**Certifications:** CompTIA CySA+, Linux+, A+, Splunk Certified User, LPIC-1,HIPAA Awareness for Healthcare Providers, HIPAA Security

**WORK EXPERIANCE**

**Citi Group: Citi Technology Infrastructure** Warren, New Jersey

*Application Vulnerability Assessment Intern* **May 2018- Present**

* Exploited WebGoat, DVWA and Mutillidae to learn about OWASP Top 10 and how to exploit and secure applications.
* Identified weaknesses and vulnerabilities within applications and proposed countermeasures to business contacts and developers to resolve identified issues during ethical hacking.
* Performed manual testing of applications through a defined testing process and scope.
* Worked with AVA team to create test demos for vulnerabilities and scripts to automate processes using Selenium Webdrive.
* Performed binary scans of application to discover vulnerabilities in static analysis using proprietary tool.
* Reviewed AppScan files for application vulnerabilities

**KPMG** New York, New York

*Tech Support Intern* **Oct. 2017- Jan. 2018**

* Installed and configured computer hardware, operating systems, and applications.
* Talked staff or clients through a series of actions, either face-to-face or over the phone, to help set up systems or resolve issues.
* Used ServiceNow to resolve tickets in a timely manner.
* Setup user’s computers for Windows 10 migration. Provided training and education upon pickup.
* Managed shipment of over 300 computers to new employees around the U.S. in a month.

**Guidepoint** New York, New York

*Research Analyst Intern*  **May 2014 – Dec. 2014**

* Conducted ongoing research and analysis of current trends within various subsectors of the Energy/Industrials, Healthcare, Consumer Goods, Retail, Financial Services, Technology, Media and Telecom and Healthcare verticals.
* Performed due diligence on prospective buy-side clients.
* Assisted in recruiting top industry practitioners and thought leaders into Guidepoint’s Network.

**Computing and Technology Help Desk- Baruch College** New York, New York

*Tech Support*   **Jan. 2014 – May 2015**

* Installed and configured computer hardware, operating systems, and applications.
* Deliver collaborative and enrichening one-on-one training sessions to both students and faculty, helping them acquire the skills needed to enhance their knowledge around our products and services.
* Helped students with any Wi-Fi related problems; also setup student account during orientation.

**EDUCATION**

**NPower Symantec Cyber Security** New York, NY

*26-week Cyber Security Training program* **Feb. 2018 – August 2018**

**NPower Tech Fundamentals** New York, NY  
*22-week Technology Training Program* **Jul. 2017 – Jan. 2018**

**Baruch College, Zicklin School of Business**, CUNY New York, NY

BBA, Finance - Minor in Applied Mathematics **Dec. 2017**

**PROFESSIONAL DEVELOPMENT**

**The Complete Ethical Hacking Course: Beginner to Advanced: Udemy**

* Learned to setup Kali lab to find vulnerabilities in networks and websites and how to exploit them ethically using many different tools and methods

**Network Security Analysis using Wireshark, Snort and SO: Udemy**

* Developed the skills needed to setup IDS, generate alerts and analyze pcap files to identify malicious activity.

**Digital Forensic Series: Computer Forensics: Udemy**

* Established a deep understanding of how to detect malicious activity by investigating network logs, file systems, and metadata.